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b. Workstation Protection 
 

i. Any individual who has reason to believe that a virus is present on their 
University workstation computer shall immediately notify the University Support 
Desk for remediation of the issue. 

 
c. Virus and Malware Protection  

 
i. The University recognizes that no virus protection software will identify or 

curtail all viruses. Each user of anti-virus software that is not managed centrally 
by the University must update the anti-virus program virus definition files not 
less than once per week, or immediately after the Vice President for Technology 
and Security, or designee, sends official notification of a virus attack. 
 

ii. Individuals should contact the University Support Desk for assistance in updating 
anti-virus software. 

 
ii i. Individuals should contact University Support Desk for recommendations 

concerning protection of outside computers that will connect with University 
technology resources. 

 
4. Responsible Administrator 

 
The Vice President for Technology & Security, or designee, is responsible for the annual and ad 
hoc review of this policy and its procedures. The University President is responsible for formal 
policy approval. 
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